Уважаемые клиенты!

Будьте осторожны, отправляя срочные денежные переводы!

Мошенничество – одно из самых распространенных преступлений!

Чтобы не стать жертвой мошенников, обращайте внимание на наиболее распространенные схемы мошенничества:

1. **Схема с покупками через Интернет.**

Вас просят осуществить предоплату за товар/услугу либо отправить перевод в качестве подтверждения платежеспособности. Часто предложения отличаются низкой ценой либо очень выгодными условиями.

1. **Схема с экстренной помощью близким.**

Вам поступает звонок или sms-сообщение о том, что близкий Вам человек попал в беду и требуется срочно перечислить ему деньги.

1. **Схема с лотереями/розыгрышами.**

Вам сообщают о том, что Вы выиграли в лотерее/розыгрыше, но для получения выигрыша необходимо оплатить расходы на оформление, страховку, таможенные процедуры, налоги, доставку и т.п.

1. **Схема с трудоустройством.**

Вам обещают «работу вашей мечты», большие доходы при минимальных усилиях, однако сначала требуется оплатить некоторые расходы (на закупку материалов для работы, т.п.), которые, впоследствии, будут возмещены работодателем.

1. **Схема под видом романтических отношений.**

Знакомства через интернет, социальные сети, брачные агентства. Вас склоняют к отправке денежных средств человеку, с которым, как Вы уверены, у Вас сложились отношения.

Если цель Вашего перевода совпадает с одной из вышеперечисленных, ОЧЕНЬ ВЕЛИКА ВЕРОЯТНОСТЬ МОШЕННИЧЕСТВА!

**!** Не сообщайте НИКАКИЕ данные о переводе никому, кроме получателя! Обращаем внимание, что в некоторых странах возможно получение перевода без предъявления контрольного номера или документа удостоверяющего личность.

**!** Отправляйте деньги только людям, с которыми Вы знакомы лично.

**!** Если Вас просят отправить деньги родственнику, попавшему в беду, убедитесь, что ему действительно требуется помощь.